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2.24 Release
2/11/26  700 PM 1900 CST

2.24 is finally here, being the first update of 2026! 2.24 has redesigned the Paid Services page, the 
Public Archive page, and added a new file attachment option to the Contact Form!

NOTE: The Paid Services & Website Creation Policies and Terms has been updated.

View the changelog details on the next couple of slides.  →

2.24 - The Redesign Update
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Added
Added a new file attachment section and bot protection to the Contact Form. (5bf1d5c, f62325f, 40525f8, 56db12b 
& 8e34c6e)
Added 2 new buttons within the Donation Box inside Paid Services. (75d2ac6, e492fbe, 0785727 & 8e34c6e)
Added more resources to CodingHome. (d111a7e & e0bc1c6)

2/4



2.24 Release
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Changed
Redesigned the Paid Services' cards, plus a new client's card. (#684, 37a82d7, e67e5f1 & c1c3641)
Redesigned the versions section inside the Public Archive. (#683)
Updated the Paid Services & Website Creation Policies and Terms. (d561e87)
Reverted CSP to netlify.toml instead of Astro. (#695)
Updated Astro from v5.16.6 to v5.17.1. (#666, #667, #668, #672, #673, #678, #681, #682, #689, #692 & #693)
Updated @astrojs/netlify from v6.6.3 to v6.6.4. (#672)
Updated jQuery from v3.7.1 to v4.0.0. (#677)
Updated jQuery UI from v1.14.1 to v1.14.2. (#690)
Updated React from v19.2.3 to v19.2.4. (#688)
Update actions/checkout from v5 to v6. (#645)

Bug Fixes
Fixed padding issue inside the Stories' scroll buttons. (75b2f31)
Fixed invalid ID inside CodingHome's C++ Basics. (0328d05)
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Security Vulnerabilities Patched
tar@v7.5.6: node-tar Vulnerable to Arbitrary File Creation/Overwrite via Hardlink Path Traversal (#691) 
(CVE-2026-24842) (netlify@v6.6.4)
lodash@v4.17.21: Lodash has Prototype Pollution Vulnerability in `_.unset` and `_.omit` functions (#680) 
(CVE-2025-13465) (netlify@v6.6.4)
tar@v7.5.3: Race Condition in node-tar Path Reservations via Unicode Ligature Collisions on macOS APFS (#679) 
(CVE-2026-23950) (netlify@v6.6.4)
tar@v7.5.2: node-tar is Vulnerable to Arbitrary File Overwrite and Symlink Poisoning via Insufficient Path 
Sanitization (#674) (CVE-2026-23745) (netlify@v6.6.4)
h3@v1.15.4: h3 v1 has Request Smuggling (TE.TE) issue (#670) (CVE-2026-23527) (astro@v5.16.9)
devalue@5.6.1: devalue vulnerable to denial of service due to memory/CPU exhaustion in devalue.parse (#672) 
(CVE-2026-22775) (astro@v5.16.9)
devalue@5.6.1: Devalue is vulnerable to denial of service due to memory exhaustion in devalue.parse (#669, #671 & 
#672) (CVE-2026-22774) (astro@v5.16.9)
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